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Soros Caught Funding Terrorist Refugee Boats To Europe  
The Alex Jones Channel (2017) 
Source: https://www.youtube.com/watch?v=JW_F1lxAH1I  
 
 

The Myth of ISIS's Strategic Brilliance 
By Aymenn Jawad Al-Tamimi 
Source: http://www.meforum.org/6832/the-myth-of-isis-strategic-brilliance 
 
July 20 ï As Mosul is finally freed in its entirety from the Islamic State (ISIS) and the offensive in Raqqa 
continues, the predictable question becomes: What's next for the group? Without control of territory, its 
complex state administration project cannot  function. This project was probably ISIS's biggest selling 
point in relation to its rivals in the global jihadist movement. 

The remains of Al-Nuri 

Grand Mosque in Mosul, 

the site where ISIS leader 

Abu Bakr al-Baghdadi 

declared the establishment 

of an Islamic caliphate 

after ISIS fighters took 

control of the city in 2014. 

 
The end of ISIS as a 
functioning state project on 
the ground clearly does not 
herald the end of ISIS as 
an entity. In many areas 
long since cleared of ISIS 
control, the organization 

has continued to function as an effective insurgency with both small and large-scale attacks. Around the 
world, ISIS will remain a terrorist threat, as illustrated by events from Europe to the Philippines. The ISIS 
footprint on the internet is large and unlikely ever to be removed in its entirety. The group's ideals will still 
appeal to some segments of society, whether out of disillusionment with the established order and a 
search for meaning in one's life, or on account of identity crises, or all of these factors combined. 
 
Abu Muhammad al-Adnani in a May 

2016 speech: "[W]ould we be 

defeated and you [the U.S.] be 

victorious if you were to take Mosul 

or Sirte or Raqqa or even take all the 

cities and we were to return to our 

initial condition? Certainly not! True 

defeat is the loss of willpower and 

desire to fight." 

 
Yet these caveats do not indicate 
some sort of strategic brilliance on the 
part of ISIS, even in the losses it is facing. In a recent article, Charlie Winter asserts that losing Mosul 
"has long been part of [the Islamic State's] global plan." Based on this reading, ISIS has been planning 
for the loss of territory and decline of its statehood project since 2014. 
But is that really the case? It is certainly true that ISIS messaging over the past year or so 
has tried to address the group's contracting control of territory. Notable examples include the 
now-deceased spokesman Abu Muhammad al-Adnani's speech released in May 2016, 

https://www.youtube.com/watch?v=JW_F1lxAH1I
https://www.memri.org/reports/islamic-states-raqqa-elegy-shows-both-weakness-and-power
https://www.memri.org/reports/islamic-states-raqqa-elegy-shows-both-weakness-and-power
http://smallwarsjournal.com/jrnl/art/abu-muhammad-al-adnani%27s-may-21-2016-speech
http://smallwarsjournal.com/jrnl/art/abu-muhammad-al-adnani%27s-may-21-2016-speech
https://www.theatlantic.com/international/archive/2017/07/mosul-isis-propaganda/532533/
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which mocked the idea that the loss of Mosul, Raqqa, and the Libyan city of Sirte would mean the end of 
the caliphate. Instead, Adnani argued, the only real defeat would come with the end of the will to keep 
fighting. An editorial in the ISIS newsletter al-Naba' in June 2016 reflected similar ideas to Adnani's 
speech. 
In reality, though, this shift in messaging reflects damage control and a response to the overall tide turning 
against ISIS, not a stroke of genius in which ISIS strategists foresaw all of this, even at the height of the 
group's power. It is by no means evident that ISIS could have foreseen these losses back in 2014. While 
memories may fade quickly, I remember widespread predictions in 2014 that many if not most of the 
Sunni areas controlled by ISIS in Iraq would never return to Iraqi government control. Some of 
these arguments were based on the supposed unwillingness of Shiite fighters to take the fight to areas 
that were not their hometowns. This particular claim even had considerable resonance in late 2015, as 
the French professor Olivier Roy declared in The New York Times in November 2015 that "the Shiites of 
Iraq, no matter what pressure they face from America, do not seem ready to die to reclaim Fallujah," only 
for that city to be retaken through the extensive participation of Shiite fighters several months later. 
Others said that Iran had an interest in keeping Iraq as a rump state with ISIS advances stalled to exert 
maximum influence, and thus retaking places like Mosul would not be a concern. Proclamations of the 
"end of Iraq" were frequent. The tendency to rush to judgment based on developments of the day 
persisted after 2014, as ISIS gained control of Ramadi and Palmyra despite the coalition campaign 
against it. Proclamations that the Islamic State was winning and on the march quickly took hold. 
The belief in the necessity of a "Sunni force" to retake Mosul has long been popular, as though the 
grueling, destructive fight to take parts of the city, street by street, would have been vastly different simply 
on the basis of sect affiliation of the forces fighting ISIS. For a time, I myself partly bought into the "Sunni 
force" idea in suggesting in 2014 that one would have to co-opt elements of Iraq's other Sunni insurgent 
groups to take on ISIS. In fact, as quickly became evident, those groups have long been weak and 
ineffectual, often deluded with notions of "revolution" against the government in Baghdad. 
If the claims that Mosul and other Sunni towns that fell to ISIS would be unlikely to return to Iraqi 
government control gained such widespread currency, what makes one believe that ISIS, which 
based its main selling point on its ability to control territory and run the ideal governance project, 
did not actually think it had a serious chance of at least enduring in a state form, even if it could 
not indefinitely expand and take over the world? 
In fact, the presumption that the rise and fall of the group were foreseen all along ignores the internal ISIS 
debates over strategy that were not publicized in the waves of propaganda broadcast on the internet. 
For example, Abu al-Faruq al-Masri, a dissident ISIS member who was based in Raqqa and even had 
connections with the Shura Council that advised Abu Bakr al-Baghdadi, saw many of the battles being 
waged by the organization as pointless incineration of its fighters. 
On the ground, such an observation is well borne out in the case of Kobani. ISIS tried to take the Syrian 
border town of little value, in the face of hundreds of coalition airstrikes concentrated in a small area, all 
in an attempt to show defiance. The effort led to little more than losing hundreds of fighters, and eventually 
substantial portions of a northern border with Turkey that had until then provided easy access to war 
materials, commodities, and foreign recruits. In Masri's view, one could not simply be hostile to the entire 
world, as that would kill the caliphate project in its cradle. Just as the Prophet Muhammad had non-Muslim 
allies, so too would ISIS need non-Muslim allies and to conclude treaties with non-Muslim states in 
accordance with the principle of "Sharia politics." This idea of alliances and treaties with certain non-
Muslims appears in at least one other internal text: Principles in the Administration of the Islamic State. 
One could dismiss these ideas as unrealistic, but it's implausible that the internal debate was a mere ruse 
in a master plan of intentional victory and defeat. Even though notions of alliances with non-Muslims never 
came to fruition, ISIS clearly tried to adapt in a bid to survive as an entity controlling territory, rather than 
simply go down in an epic fight that would be remembered through the ages. This involved issuing 
mobilization calls in attempts to defend certain areas, reducing benefits for fighters, transferring 
administrative personnel to military roles, introducing a new administrative framework for at 
least part of its security apparatus in mid-2016, and gradually restricting internet access and 
use for both fighters and the civilian population. 
On the international stage, ISIS similarly adapted to problems it faced, eventually 
abandoning the model of declaring "provinces" (wilayat) in places where groups had 

http://www.jihadica.com/the-islamic-state-of-decline/
https://www.nytimes.com/2015/11/17/opinion/the-attacks-in-paris-reveal-the-strategic-limits-of-isis.html?smprod=nytcore-ipad&smid=nytcore-ipad-share&_r=1
https://twitter.com/whsieh/status/563215486637199362
https://twitter.com/whsieh/status/563215486637199362
https://www.theatlantic.com/international/archive/2015/05/the-painful-loss-of-ramadi/393566/
https://www.theatlantic.com/international/archive/2015/05/palmyras-importance-goes-beyond-its-antiquities/393956/
http://www.thedailybeast.com/why-does-baghdad-let-isis-keep-winning
http://www.aymennjawad.org/15607/state-of-war-the-iraqi-sunni-actors-taking-on
http://www.aymennjawad.org/15607/state-of-war-the-iraqi-sunni-actors-taking-on
http://www.meforum.org/6413/dissent-in-the-islamic-state-abu-al-faruq-al-masri
https://www.theguardian.com/world/2015/jan/31/isis-kobani-islamic-state-syria
https://www.theguardian.com/world/2015/jan/31/isis-kobani-islamic-state-syria
http://www.meforum.org/5700/islamic-state-master-plan
http://time.com/money/4185726/isis-fighters-pay-cut/
http://www.newsweek.com/sis-cut-internet-iraqs-mosul-ahead-siege-482382
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declared allegiance to it. The last declaration of a province outside Syria and Iraq was in the Caucasus 
in June 2015, even as ISIS media advertise a presence in countries like Bangladesh and the Philippines. 
Masri had been a critic of declaring provinces, on the grounds that not all places have an environment 
favorable to the flourishing of a statehood project. But even Masri was overly optimistic in this regard, 
considering Libya to be one place outside of Iraq and Syria where wilayat could flourishðtoday, ISIS has 
no formal territorial control or governance in Libya. Again then, we see an evolution that tries to respond 
to challenges faced by the group, not something ingeniously planned from the outset. 
It's important to be realistic about the challenges posed by ISIS as its statehood project collapses. The 
whole saga of its rise and fall can be invoked as propaganda points both for and against the organization, 
much depending on a person's own biases and sympathies. For the critics looking at ISIS from an Islamist 
and jihadist perspective, the experience shows the folly of ISIS's own hastiness, hubris, and extremism. 
They will likely note Adnani's appeal to God in an April 2014 recording that if his group were a state of 
"Khawarij"ðreferring to an early group in Islamic history and now a common term for extremistsðthen 
the state's back should be broken and its leaders killed (indeed, many of the leaders have been killed). 
For the supporters and those sympathetic to ISIS, the experience will be put down to tribulations from 
God and the like, echoing the group's current propaganda line. 
But it's a mistake to impute strategic brilliance to ISIS rather than acknowledging that it is an entity run by 
humans capable of grave errors. Otherwise, we risk becoming inadvertent propagandists for the group. 
 
Aymenn Jawad Al-Tamimi is a research fellow at Middle East Forum's Jihad Intel project. 

 

China is force-installing spyware onto Muslim citizens' phones, 

to monitor them 
Source: http://mashable.com/2017/07/21/china-spyware-xinjiang/#Oyb3f4ECrOq1 
 
July 26 ï China has ramped up surveillance 
measures in Xinjiang, home to much of its 
Muslim minority population, according 
to reports from Radio Free Asia. 

Authorities sent out a notice over a week ago 
instructing citizens to install a "surveillance app" 
on their phones, and are conducting spot checks 
in the region to ensure that residents have it. 

The notice, written in Uyghur and Chinese, was 
sent by WeChat to residents in Urumqi, 
Xinjiang's capital.  
Android users were instructed to scan the QR 
code in order to install the Jingwang app that 
would, as authorities claimed, "automatically 
detect terrorist and illegal religious videos, 
images, e-books and electronic documents" 
stored in the phone. If illegal content was 
detected, users would be ordered to delete 
them. 
Users who deleted, or did not install the app, 
would be detained for up to 10 days, according 
to social media users. 
A teardown analysis by users in China showed 
that the app appears similar to a "citizen safety" 

( ) app developed by Urumqi police in 

April this year. The app, developed in-house, 
allowed users to report suspicious events to the 
police. 
The app reportedly scans for the MD5 digital 
signatures of media files in the phone, and 
matches them to a stored database of 
offending files classified by the 
government as illegal "terrorist-
related" media. 

http://www.ibtimes.com/how-russian-militants-declared-new-isis-state-russias-north-caucasus-1984613
https://pietervanostaeyen.com/2014/04/18/message-by-isis-shaykh-abu-muhammad-al-adnani-as-shami/
http://jihadintel.meforum.org/
https://twitter.com/o66071443/status/887107966368968704
http://www.thepaper.cn/newsDetail_forward_1672043
http://www.thepaper.cn/newsDetail_forward_1672043
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Jinwang also keeps a copy of Weibo and 
WeChat records, as well as a record of IMEI 
numbers, SIM card data and Wifi login data. The 
records are then sent to a server. 
This move is the latest in digital surveillance in 
Urumqi. In March, government workers were 
asked to sign an agreement have "terrorist-
related" media content, while the police sprung 
a surprise spot check on a group of nursing 
students. 
"Chinese police are so powerful, particularly in 
Xinjiang, [that] anyone being stopped is unlikely 
to be able to refuse the police's requests," Maya 
Wang, a senior researcher with Human Rights 
Watch, told Mashable. 
"The authorities have a lot of explaining to do 
about this software, including what it does," she 
added. "While the authorities have the 
responsibility to protect public safety, including 

by fighting terrorism, such mass collection of 
data from ordinary people is a form of mass 
surveillance, and an intrusion to privacy." 
"I think there is reason to be concerned about 
what kinds of data these apps may be collecting 
about users and their activity without their 
knowledge or consent," said Joshua 
Rosenzweig, a Hong Kong-based analyst with 
Amnesty International. 
Xinjiang has a population of eight million 
Uighurs, a Turkic ethnic group. Its people 
have complained of longstanding oppression 
under the country's Communist government. 
In March, the government banned veils and the 
growing of long beards ð traditional Muslim 
customs. 
Last year, Xinjiang residents who used foreign 
messaging apps such as Whatsapp found they 
had their phone services cut

 

How ISI executed terror on the Indian railways: NIA chargesheet 

reveals all 
Source: http://www.oneindia.com/india/how-isi-executed-terror-on-the-indian-railways-nia-chargesheet-
reveals-all-2504703.html?utm_source=article&utm_medium=tweet-button&utm_campaign=article-tweet 
 
July 26 ï The National Investigation Agency which filed its chargesheet in the terror on tracks case has 
said that the ISI roped in a Nepalese national to carry out a blast in Bihar. In all the NIA chargesheeted 
nine persons including two Nepalese nationals in the case. On October 2016, an attempt was made to 
blow up a railway track at Bihar's Ghorasahan. 
Shamshul Hoda from Nepal was dialed by the ISI. Hoda who has been providing manpower for the ISI 
roped in men from Bihar to execute the blast. Hoda according to the NIA chargesheet was acting on the 
instructions of an ISI agent, Mohammad Shafi Sheikh. 
Hoda first came in touch with Sheikh in Dubai. Following this he moved to Nepal and continued to stay in 
touch with Sheikh, the NIA says. In July 2016 Sheikh called Hoda and asked him to execute an attack on 
a railway track in Bihar. The NIA chargesheet says that the conspiracy hatched was to carry out IED 
explosions on railway tracks and bridges, to blow up passenger trains to cause loss to public life, disrupt 
essential lines of communication and to thereby cause threat to security and integrity of India. 
In the chargesheet the other persons to be named are Umashankar Patel, Gajendra Sharma, Rakesh 
Kumar Yadav, Ranjay Sah, Mukesh Yadav, Motilal Paswan and Arun Ram, Brij Kishore Giri (Nepalese) 
and Samsul Hoda. 
Once the plan was set, Hoda called on Giri and transferred money into his account. Giri was tasked with 
recruiting bomb makers from Bihar. Giri recruited Sharma, Rakesh Yadav, Patel, Mukesh Yadav, Paswan, 
Sah and Ram to bomb the track. 
 
Other acts of sabotage 
In the chargesheet, the NIA also speaks about another attack was planed at Adapur and Nakardei raiway 
stations. This was a plan hatched on December 3 2016. 
To substantiate its claim the NIA attached an audio clip in which Giri is heard telling Patel that another 
group was successful in a sabotage activity in Kanpur. The NIA is also probing railway 
accidents that took place near Kanpur and Kuneru in Andhra Pradesh. 
These accidents claimed the lives of 180 people. 
An NIA officer said that the probe into these cases are still on. We are yet to corroborate the 
evidence in this regard. 

https://mp.weixin.qq.com/s/2UxjG2uVoRqEIBaFQ5tztA
http://www.bbc.com/news/world-asia-china-26414014
http://mashable.com/2017/03/31/uighurs-muslim-china/
http://mashable.com/2017/03/31/uighurs-muslim-china/
http://mashable.com/2015/11/24/china-xinjiang-messaging-whatsapp/
http://mashable.com/2015/11/24/china-xinjiang-messaging-whatsapp/
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EU's highest court keeps Hamas on EU terror list 
Source: http://www.homelandsecuritynewswire.com/dr20170726-eus-highest-court-keeps-hamas-on-eu-
terror-list 
 
July 26 ï The European Court of Justice (ECJ) earlier today (Wednesday) has rejected a request 
to take the Palestinian militant group Hamas off the EUõs list of terrorist organizations. The tribunal 
has referred the case back to a lower court. 
The decision overturns a 2014 ruling by the EUôs second-highest court to remove Hamas from the EUôs 
terror watch-list. 
The Washington Post reports that the EU first labeled Hamas a terror group in 2001. The EU then froze 
the organizationôs assets and imposed travel bans on its members. Hamas took power in Gaza in June 
2007 and has been in control over the impoverished area since then. 
In 2014 the EUôs General Court ruled that the EU did not have sufficient evidence to keep Hamas on the 
terror blacklist. The judges said that the policy was based on ñfactual imputations derived from the press 
and the internetò rather than acts examined and confirmed by authorities. 
The United States harshly criticized the courtôs ruling. 
All of the EU governments joined in appealing the 2014 ruling to the European Court of Justice (ECJ) in 
Luxembourg. That court is the highest judiciary authority in the 28-member block. 
After considering the 2014 ruling, the ECJ judges ruled that the General Court ñshould not have annulledò 
Hamasôs status as a terror group. According to the ECJ, a competent authority is needed to place an 
organization on the blacklist, but there is no such condition for subsequent retention. 
Legal analysts say that todayôs announcement came as a surprise as it goes before previously expressed 
opinion by the courtôs senior lawyers. 
Also on Wednesday, the ECJ ruled that Sri Lankaõs separatist Liberation Tigers of Tamil Eelam 
(LTTE) should be taken off the EUõs terror list. 
 

The real costs of cheap surveillance 
By Jonathan Weinberg 
Source: http://www.homelandsecuritynewswire.com/dr20170726-the-real-costs-of-cheap-surveillance 

 
July 26 ï Surveillance used to be expensive. Even just a few years ago, tailing a 

personõs movements around the clock required rotating shifts of 
personnel devoted full-time to the task. Not any 
more, though. 
Governments can track the movements of massive numbers 
of people by positioning cameras to read license plates, or 
by setting up facial recognition systems. Those systems 
need few people to operate them, automating the collection 
of information about peopleôs lives and adding that data to 
searchable databases. Surveillance has become cheap. 
I study the law of identification and privacy, so I pay attention 
to that trend, and itôs worrying. The data maintained in our 
individual profiles can be used in making decisions about 
credit, employment, government benefits and more. What 
governments and companies think they know about us 
ð whether or not itõs accurate ð has real power over our 

actual lives. 
 
Old-fashioned surveillance 
Back in the day, the high cost of surveillance made it not a big deal when the Supreme Court 
ruled that government agents donôt need a warrant to follow a person in public, to sift through 
her trash or to fly over her property and observe it from the air. 

https://www.washingtonpost.com/world/europe/top-eu-court-says-it-was-wrong-to-end-hamas-terror-listing/2017/07/26/02bc797e-71da-11e7-8c17-533c52b2f014_story.html
https://www.aclu.org/feature/you-are-being-tracked
https://www.perpetuallineup.org/
http://moritzlaw.osu.edu/students/groups/is/files/2012/02/Weinberg.pdf
http://moritzlaw.osu.edu/students/groups/is/files/2012/02/Weinberg.pdf
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=2753363
http://dx.doi.org/10.2139/ssrn.2753308
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=2715594
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=1118070
https://www.ftc.gov/news-events/press-releases/2015/01/ftc-issues-follow-study-credit-report-accuracy
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=2715594
https://oig.ssa.gov/newsroom/blog/march24-death-reports
https://supreme.justia.com/cases/federal/us/460/276/case.html
https://supreme.justia.com/cases/federal/us/486/35/case.html
https://supreme.justia.com/cases/federal/us/486/35/case.html
https://supreme.justia.com/cases/federal/us/476/207/case.html
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The effort needed to collect that sort of data meant that governments would engage in surveillance only 
rarely, and only for compelling reasons. For most Americans, little about their everyday comings and 
goings, likes and dislikes, hopes and dreams was tabulated and collected in any central source. But thatôs 
now changed. 
Because information collection is now so easy and storage is cheap, it makes sense for government to 
collect much more information. As a result, after 9/11, rather than the U.S. government first trying to figure 
out who the bad guys might be and then collecting records of who they spoke to on the phone, federal 
officials simply compiled a database of who every person in the U.S. was speaking to on the phone, 
updated in real time. 
 
Online tracking 
Private companiesô tracking of our lives has also become easy and cheap too. Advertising network 
systems let data brokers track nearly every page you visit on the web, and associate it with an individual 
profile. Facebook can follow much of its usersô web browsing, even if theyôre not logged in. 
Googleôs tracking presence is even broader. According to one recent study, Google Analytics tracks users 
on nearly 70 percent of the top one million websites, and Google subsidiary Doubleclick separately tracks 
users on almost half of the top million sites. That gives Google ï or a subsidiary ï access to an extensive 
list of who visits which websites and when. And the company can combine that information with data 
derived from peopleôs use of Google Maps, Gmail and other Google services. 
 
Compiling profiles 
Online tracking is even more powerful when itôs merged with real-world information tied to real names and 
identities. Facebook, for example, combines its data with information from data brokers such as Experian 
and Acxiom, which compile information from government records, retailers, financial institutions, social 
media and other sources. 
Acxiom claims to have information about 700 million consumers around the world, subdividing its 
information on U.S. residents into more than 3,000 categories. (That figure may be overstated, but even 
with a decent discount for skepticism, thatôs a lot of information.) 
Another company, The Work Number, a subsidiary of credit bureau Equifax, maintains detailed salary 
and other payroll-related information for more than one-third of working Americans. Retailer loyalty cards 
are another source of data ï Datalogix, a subsidiary of database giant Oracle, aggregates data on 
consumer purchases, including sales that suggest medical conditions or other personal concerns, such 
as weight loss pills, allergy treatments and hair removal products. 
By combining online and offline data, Facebook can charge premium rates to an advertiser who wants to 
target, say, people in Idaho who are in long-distance relationships and are thinking about buying a 
minivan. (There are 3,100 of them in Facebookôs database.) If you want to reach users with an interest in 
Ramadan who have recently returned from overseas trips, Facebook can find them too. 
 
Taking action 
Today, credit bureaus evaluate financial data ï income and employment history, debt repayment records 
and public information like bankruptcy filings and foreclosures ï to decide a personôs creditworthiness. 
But companies and government agencies can crunch through all these data to find correlations they 
hadnôt recognized before ï and then take action based on those findings, sometimes in discriminatory 
and socially undesirable ways. 
For example, online sellers may charge higher prices to customers from poorer ZIP codes, where there 
is less competition from brick-and-mortar stores. A credit card company downgraded consumersô 
creditworthiness if they had used their cards to pay for marriage counseling or tire repair services. A major 
cable TV company developed procedures to discourage prospective customers with low credit scores 
from signing up, because data analytics revealed that those customers were less lucrative than others. 
United States law ï unlike the law in Europe ï gives ordinary people no general right to see 
their own digital profiles, so we have little opportunity to correct inaccuracies. But even if 
everything in a profile is accurate, thereôs still a big problem: Proprietorsô use of our 
information in this way encodes discrimination in automated decisions. It means that people 
who have had marriage counseling, say, or who live in poor neighborhoods are treated as 

https://obamawhitehouse.archives.gov/sites/default/files/docs/2013-12-12_rg_final_report.pdf
https://theconversation.com/7-in-10-smartphone-apps-share-your-data-with-third-party-services-72404
https://theconversation.com/7-in-10-smartphone-apps-share-your-data-with-third-party-services-72404
http://adage.com/article/digital/facebook-web-browsing-history-ad-targeting/293656/
https://www.washingtonpost.com/news/the-intersect/wp/2016/08/19/98-personal-data-points-that-facebook-uses-to-target-ads-to-you/
https://webtransparency.cs.princeton.edu/webcensus/
https://www.propublica.org/article/google-has-quietly-dropped-ban-on-personally-identifiable-web-tracking
https://www.propublica.org/article/why-online-tracking-is-getting-creepier
https://www.facebook.com/help/494750870625830?helpref=uf_permalink
https://www.ftc.gov/system/files/documents/reports/data-brokers-call-transparency-accountability-report-federal-trade-commission-may-2014/140527databrokerreport.pdf
https://www.theworknumber.com/
https://www.propublica.org/article/everything-we-know-about-what-data-brokers-know-about-you
http://www.oracle.com/us/corporate/acquisitions/datalogix/index.html
https://www.oracle.com/us/assets/health-wellness-data-segments-2537888.pdf
https://www.nytimes.com/2017/05/14/business/media/advertisers-streaming-video-broadcast-tv.html
http://www.niemanlab.org/2017/01/are-those-creepy-web-ads-that-learn-your-preferences-and-follow-you-around-online-also-discriminatory/
http://www.niemanlab.org/2017/01/are-those-creepy-web-ads-that-learn-your-preferences-and-follow-you-around-online-also-discriminatory/
https://www.ftc.gov/system/files/documents/reports/big-data-tool-inclusion-or-exclusion-understanding-issues/160106big-data-rpt.pdf
https://www.ftc.gov/system/files/documents/reports/big-data-tool-inclusion-or-exclusion-understanding-issues/160106big-data-rpt.pdf
http://stopthecap.com/2016/06/29/cable-one-price-depends-credit-worthiness/
https://www.privacy-regulation.eu/en/15.htm
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second-class citizens in a wide range of everyday transactions and interactions. Thatôs not a recipe for a 
healthy society. 
 
The rise of social credit? 
All this could spread very deeply into our lives, raising concerns about invasions of privacy. What if credit 
bureau ratings incorporated the creditworthiness of an applicantôs friends? Or her educational 
background, the make of her car or whether she uses all capital letters in her text messages? The U.S. 
Consumer Finance Protection Bureau has opened an inquiry into the dangers such practices might pose. 
The Peopleôs Republic of China has begun to construct a souped-up version of the financial credit bureau 
that, according to some reports, would look even more broadly at a personôs life. In that system, every 
citizen would have a score incorporating not only financial data, but also ñanything from defaulting on a 
loan to criticizing the ruling party, from running a red light to failing to care for your parents properly.ò The 
score would affect what jobs an individual could get, what schools her children could attend, even whether 
she could get a reservation at a fancy restaurant. 
Those features havenôt been implemented yet; so far, the system is more limited. Western news reports 
have decried this plan as totalitarian. Itôs worth asking, though, what direction we in the United States are 
headed in. 
Indeed, itôs worth thinking about all of this more deeply. U.S. firms ï unless theyôre managed or regulated 
in socially beneficial ways ï have both the incentive and the opportunity to use information about us in 
undesirable ways. We need to talk about the governmentôs enacting rules constraining that activity. After  
all, leaving those decisions to the people who make money selling our data is unlikely to result in our 
getting the rules we want. 
 
Jonathan Weinberg is Professor of Law, Wayne State University. 

 

The threat of terrorism in Australia is a scam that costs us dearly  
By Ross Gittins 
Source: http://www.smh.com.au/comment/the-threat-of-terrorism-in-australia-is-a-scam-that-costs-us-
dearly-20170725-gxi2nk.html 
 
Peter Dutton receives a super-sized Home Affairs portfolio that will take responsibility for immigration, 
security, police agencies including ASIO, the federal police and border force. 
According to a survey conducted by the Australian National University last year, 45 per cent of 
people said they were somewhat or very concerned that they or their family could be the victim of 
a terrorist attack in Australia. 

But I'm not first to point out that this 
degree of concern is totally out of 
whack with the actual risk of being 
attacked. 
In the past two decades, just three 
people have died as victims of 
terrorist attacks (broadly defined) 
in Australia. They were the two 
victims of the Martin Place siege 
and the NSW police accountant 
Curtis Cheng. 
When Malcolm Turnbull was 
announcing the formation of the mega 
Home Affairs department last week, 

which he insisted was all about improving the domestic security response to "the very real 
threat of home-grown terrorism that has increased with the spread of global Islamist 
terrorism", he said that intelligence and law enforcement agencies had successfully 
interdicted 12 imminent terrorist attacks since September 2014. 

https://www.federalregister.gov/documents/2017/02/21/2017-03361/request-for-information-regarding-use-of-alternative-data-and-modeling-techniques-in-the-credit
https://www.washingtonpost.com/world/asia_pacific/chinas-plan-to-organize-its-whole-society-around-big-data-a-rating-for-everyone/2016/10/20/1cd0dd9c-9516-11e6-ae9d-0030ac1899cd_story.html
https://www.washingtonpost.com/world/asia_pacific/chinas-plan-to-organize-its-whole-society-around-big-data-a-rating-for-everyone/2016/10/20/1cd0dd9c-9516-11e6-ae9d-0030ac1899cd_story.html
https://chinacopyrightandmedia.wordpress.com/2016/09/25/opinions-concerning-accelerating-the-construction-of-credit-supervision-warning-and-punishment-mechanisms-for-persons-subject-to-enforcement-for-trust-breaking/
https://www.newscientist.com/article/dn28314-inside-chinas-plan-to-give-every-citizen-a-character-score/
https://www.economist.com/news/briefing/21711902-worrying-implications-its-social-credit-project-china-invents-digital-totalitarian
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There's no way of checking that claim, nor 
guessing how much harm would actually have 
transpired, but if that figure of 12 impresses you, 
you're making my point. Relative to all the other 
threats we face, it's chicken feed. 
Professor Greg Austin, of the Australian Centre 
for Cyber Security at the University of NSW, has 
written that more Australians have died at the 

hands of police, lawfully or unlawfully, in 10  
years ï at least 50 between 2006 and 2015 ï 
than from terrorist attacks in Australia in the past 
20 years.  
You reckon terrorism's a great threat? What 
about the more than 318 deaths from domestic 
violence just in 2014 and 2015? 
The former senior bureaucrat John Menadue 
has written that Australia's alcohol toll is 15 
deaths and 430 hospitalisation a day.  
The journalist Bernard Keane says that between 
2003 and 2012, there were 2617 homicides and 
190 deaths from accidental gun discharges. 
More than 130 rural workers died from falling off 
vehicles, 206 died from electrocution and 1700 
Indigenous people died from diabetes. 
Why do we so greatly overestimate the risk of 
being affected by terrorism? Many reasons. 
Part of it is that, as psychologists have 
demonstrated, the human animal is quite bad at 
assessing probabilities. We tend to 
underestimate big risks (such as getting killed 
on the road) and overestimate small risks (such 
as winning Lotto or being caught up in 
terrorism). 
We tend to assess the likelihood of a particular 
event according to its "salience" ï how well we 
remember hearing of similar events in the past 
and how much notice we took of them. 

Trouble is, most of what we know about what's 
happening beyond our personal experience 
comes to us from the news media, and the 
media focus almost exclusively on happenings 
that are highly unusual, ignoring the everyday 
occurrences. 
They do so because they know this is what we 
find most interesting. They tell us more about 

the bad things that happen than the 
good things for the same reason. 
The media know how worried and 
upset we get by terrorist attacks, so 
they give saturation coverage to 
attacks occurring almost anywhere 
in the world. 
The unfortunate consequence is we 
can't help but acquire an 
exaggerated impression of how 
common terrorist incidents are and 
how likely it is one could affect us. 
But it's not all the media' fault. Of 
the many threats we face, we take 
special interest in terrorism 
because it's far more exciting than 

boring things like road accidents or people 
drinking too much. 
The other special, anger-rousing characteristic 
of terrorism is that it comes from overseas and 
thus stirs one of our most primeval reflexes: 
xenophobia. 
Our response to terrorism is emotional rather 
than thoughtful. And that leaves us open to 
manipulation by people with their own agendas. 
After the media come the politicians. It's 
conventional wisdom among the political class 
that security issues tend to favour the Liberals 
over Labor. That's why conservative politicians 
are always trying to heighten our fear of 
terrorism (see Turnbull above) and why Labor 
avoids saying anything that could have it 
accused of being "soft on terror". 
After the politicians come all the outfits that 
make their living from "domestic security" ï 
spooks, policy people, equipment suppliers and 
myriad consultants ï all of them doing what they 
can to keep us alarmed but not alert. 
Domestic security is probably the fastest-
growing area of government spending. None of 
the budget restraint applies to it. That's partly 
because of public pressure, partly 
because of the security industry's 
success in wheedling money out of 
the pollies, and partly because, 
should some terrible event ever 
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happen, the pollies want to have proof they tried 
their best to prevent it. 
What's this got to do with economics? 
Everything. Economics is about achieving the 
most efficient use of scarce resources. 
We face many threats to life and limb and are 
right to expect the government to do what it can 

to reduce them. But there's a limit to how much 
tax we're prepared to pay, and the more money 
we lavish on the tiny risk of local terrorism, the 
more we underspend on many far greater risks 
to our lives. 

 
Ross Gittins is the Herald's economics editor. 

 

UK Terrorism: 'Enough' is Not 'Enough' 
By Douglas Murray 
Source: https://www.gatestoneinstitute.org/10730/uk-terrorism 
 
July 26 ï On June 3, Britain underwent its third 
Islamist terror assault in just ten weeks. 
Following on from a suicide bombing at 
Manchester Arena and a car- and knife-attack in 
Westminster, the London Bridge attacks 
seemed as if they might finally tip Britain into 
recognising the full reality of Islamist terror. 
The attackers that night on London Bridge 
behaved as such attackers have before, in 
France, Germany and Israel. They used a van 
to ram into pedestrians, and then leapt from the 
vehicle and began to stab passers-by at 
random. Chasing across London Bridge and into 
the popular Borough Market, eye-witnesses 
recorded that the three men, as they slit the 
throats of Londoners and tourists, shouted "This 
is for Allah." 
A day later, British Prime Minister Theresa May 
made another appearance on the steps of 
Downing Street, to comment on the latest 
atrocity. In what appeared to have become a 
prime ministerial tradition, she stressed that the 
terrorists were following the "evil ideology of 
Islamist extremism", which she described as "a 
perversion of Islam". All this was no more than 
she had said after the Manchester and 
Westminster attacks, and almost exactly what 
her predecessor, David Cameron, had said from 
the same place after the slaughter of Drummer 
Lee Rigby on the streets of London in 2013, as 
well as after the countless ISIS executions and 
atrocities in Syria in the months that followed. 
Yet Prime Minister May's speech did include one 
new element. She used her speech on June 4 
to go slightly farther than she had previously 
done. There had been "far too much tolerance 
of extremism" in the UK, she said, before 
adding, "Enough is enough". 

It was a strong statement, and seemed to sum 
up an increasingly disturbed public mood. Were 
attacks like this simply something that the British 
public would have to get used to, as the Mayor 
of London, Sadiq Khan, had suggested? What if 
the public did not want to get used to them? As 
with one of Tony Blair's statements after the July 
7, 2005 London transport attacks -- "The rules 
of the game are changing" -- Theresa May's 
statement seemed full of promise. Perhaps it 
suggested that finally a British politician was 
going to get a grip on the problem. 
Yet now that we are nearly two months on 
from her comments, it is worth noting that to 
date there are no signs that "enough" has 
been "enough". Consider just two highly visible 
signs that what Britain has gone through this 
year has been, in fact, no wake-up call at all, and 
that instead, whatever might have been learned 
has been absorbed into the to-and-fro of political 
events, passing like any other transient news 
story. 
The first was an event that took place only a 
fortnight after Theresa May's claim that 
something had changed in the UK. This was the 
annual "Al-Quds Day" march in London, 
organised by the badly misnamed Islamic 
Human Rights Commission (IHRC). Apart from 
organising an annual "Islamophobe of the Year" 
award -- an award which two years ago they 
gave to the slaughtered staff of the French 
satirical magazine Charlie Hebdo -- this 
Khomeinist group's main public activity each 
year is an "Al Quds Day" in London. The day 
allows a range of anti-Semites and anti-Israel 
extremists to congregate in central 
London, wave Hezbollah flags and 
call for the destruction of the 
Jewish state, Israel. 

https://www.theguardian.com/uk-news/2017/jun/04/london-attack-theresa-may-says-enough-is-enough-after-seven-killed
http://www.independent.co.uk/news/uk/home-news/sadiq-khan-london-mayor-terrorism-attacks-part-and-parcel-major-cities-new-york-bombing-a7322846.html
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As Hezbollah is a terrorist group, and any 
distinction between a "military" and "diplomatic" 
wing of the group exists solely in the minds of a 
few people in the British Foreign Office, waving 
the flag of Hezbollah in public is waving the flag 
of a terrorist group. If the rules of the game were 
indeed changing after the followers of a 
Hezbollah-like creed had slaughtered citizens 
on a bridge in London, then the promotion of a 
terrorist group in the same city only days later 
would not have gone ahead. Nor would the 
speeches from the "Al Quds Day" platform have 
been allowed to be completed without arrests 
being made. The speeches to the 1,000-strong 
crowd included the most lurid imaginable claims. 
These included a speech by the chairman of the 
IHRC, Nazim Ali. Mr Ali used his time before the 
public to make a connection between the horrific 
fire in a tower-block in West London days before 
the march and the Jewish state. According to Mr 
Ali, the roughly 80 victims of the fire at Grenfell 
Tower "were murdered by Theresa May's 
cronies, many of which are supporters of Zionist 
ideology." He went on: 
"Let us not forget that some of the biggest 
corporations who were supporting the 
Conservative Party are Zionists. They are 
responsible for the murder of the people in 
Grenfell, in those towers in Grenfell, the Zionist 
supporters of the Tory party... It is the Zionists 
who give money to the Tory party, to kill people 
in high rise blocks... Careful, careful, careful of 
those rabbis who belong to the Board of 
Deputies [of British Jews], who have got blood 
on their hands." 
Does Mrs. May regard this as "enough"? 
The same question arises over another event, 
held in the very heart of Westminster only a 
couple of weeks later. On the weekend of July 
8-9, the Queen Elizabeth II Centre (right 
opposite Westminster Abbey and the Houses of 
Parliament) was host to a "Palestine Expo" 
event. This occasion was advertised as "the 

biggest social, cultural and entertainment event 
on Palestine to ever take place in Europe". 
Speakers included Tariq Ramadan, the dauphin 
of the Muslim Brotherhood, who used his 
speech to try to minimise the violence of the 
terrorist group Hamas. Ramadan used his 
speech to pour scorn on the idea that the knife 
and vehicle attacks carried out by Hamas, and 
those people inspired by its Islamist message in 
the Middle East, have any connection at all to 
the knife and vehicle attacks such as the one 
which had recently claimed the lives of four 
people crossing Westminster Bridge, as well as 
that of a policeman at the gates of Parliament. 
The site of the slaughter was just opposite the 
conference centre in which Ramadan was 
speaking: 
"As if al-Qaeda is exactly like Hamas and the 
Palestinian resistance. By saying that they are 
all terrorists, that's exactly the game. And we are 
saying we condemn terrorism. But there is a 
legitimate resistance to your state terrorism." 
Other speakers at the Palestine Expo event 
included the South African preacher Ebrahim 
Bham. Among his own previous gems is his 
claim from earlier this year regarding people 
who are not Muslims: "They are like animals! 
No, they are worse than animals!" 
All of this took place in the weeks immediately 
after Theresa May said that "enough was 
enough." That the UK authorities allowed the Al-
Quds march to proceed through the streets of 
London and for Palestine Expo to assemble 
such an array of speakers just down the road 
from one of this year's terror attacks suggests 
that all that has happened this year in Britain is 
extremely far from "enough". So, rather than 
expecting resilience, the British people will have 
to be prepared to accept still more terror -- and 
doubtless more pointless platitudes to follow 
each attack -- as surely as they have followed all 
the attacks before. 

 
Douglas Murray, British author, commentator and public affairs analyst, is based in London, 

England. 

 

Children may be 'iconic targets' for terrorists, medical experts 

warn 
Source: http://www.smh.com.au/world/children-may-be-iconic-targets-for-terrorists-
medical-experts-warn-20170725-gxiqaq.html 
 

http://www.telegraph.co.uk/news/2017/07/08/outrage-islamist-claims-grenfell-tower-victims-murdered-zionists/
https://www.gatestoneinstitute.org/10428/palestine-expo-london
https://www.gatestoneinstitute.org/10428/palestine-expo-london
http://www.youtube.com/watch?v=iVkvuJW_Szc
http://www.youtube.com/watch?v=iVkvuJW_Szc
https://soundcloud.com/user-368895714/the-meaning-of-zikr-remembering-allah
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July 26 ï Hospitals have become "soft targets" in the war on terror, French medical experts have 
warned. 
And they say countries facing terror threats must prepare to deal with attacks with chemical weapons 
such as sarin or mustard gas, and attacks targeted at "iconic victims" such as children or emergency care 
responders. 
May: Enough is enough 
British Prime Minister Theresa May says the UK believes it's encountering a new trend of terrorism. 
A group of French doctors have set out lessons learnt and advice for dealing with future terror attacks in 
a review in leading medical journal The Lancet, published on Wednesday. 
After the terror attacks in November 2015, French paediatric surgeons realised they did not have enough 
experience treating the kind of injuries that could have occurred if the attackers had succeeded in their 
attempt to get a bomb inside the Stade de France. 
"Emergency services realised that many children were present in the Stade de France and recognised 
that their ability to manage multiple paediatric victims was not optimal," the doctors wrote.  
The need for better training and preparation was confirmed in the Nice attack the following year ï which 
took place in front of the Lenval Children's Hospital, and saw several children suffering blunt trauma and 
taken directly to the hospital on stretchers. 
"Even if staff were prepared to mass casualty incident, this scenario overwhelmed the medical resources 
of the children's hospital," the doctors wrote.  
It led to "main gate syndrome" ï where a sudden influx of casualties overwhelms a hospital's ability to 
properly treat them. 

Shocked children leave Manchester Arena after the terror attack in May. Photo: Getty 
 
In fact, most of France's trauma centres were "not at all experienced when facing an overwhelming 
number of victims" with injuries such as those from high-velocity weapons. 
Protecting hospitals against an attack was also a new challenge for healthcare authorities.  
"Healthcare facilities are no longer sanctuaries but soft targets for terrorists," the doctors wrote.  
After the Paris attacks, France's emergency medical services turned to the military for advice, they said. 
They adopted military expertise on pre-hospital damage control, and equipped first responders with 
battlefield supplies such as tourniquets and medication used to slow blood loss. 
Even so, medical staff should "be prepared to observe early deaths" due to blood loss and 
this needed to be explained to staff and the general public. 
The report also found that identification of victims "was clearly a deficiency during the Paris 
and Nice attacks", particularly with those left dead at the scene of an attack. 
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There was immense pressure to provide timely answers for families looking for their relatives, and the 
involvement of international victims made it even harder. 
The doctors also said a terror attack may require a "large mobilisation of psychiatrists and psychologists 
able to cope with acute stress". 
One third of people involved in a terror attack ï victims, families and emergency workers ï were likely to 
develop PTSD (post-traumatic stress disorder). 
Of those who did, one third would not have recovered 10 years later. 
The doctors recommended new research to investigate how PTSD can be prevented or treated. 
In Paris, just around the corner from the Bataclan the day after the 2015 attacks, a psychiatrist told Fairfax 
he and three colleagues had spent all night treating scores of survivors at their post at the local municipal 
headquarters. 
Dr Vincent Jardon said the victims had been "in a dream or in a nightmare ï we try to put their two feet 
on earth".  
He said much of their work had been trying to prevent the victims developing PTSD, by listening to their 
stories. 
"It may be done if you take action very early when people are still in an acute stage," he said. 
But it had also been tough for the workers. 
"You can never prepare for something like this," he said. "Nothing compares to this, it's like a war ï and 
I'm not a soldier." 
Another recent terror attack confirmed the challenges anticipated in France. 
After the suicide bombing in Manchester in May, the city's children's hospital had to work with demands 
greater than most of its staff could remember, an intensive care consultant told Fairfax at the time. 
Dr Peter-Marc Fortune said the hospital made a smart decision early on: not to wake all its staff 
immediately upon the report of the attack at an Ariana Grande concert, but to let many of them sleep, 
knowing they would have days or even weeks of intense work to come. 
Dr Fortune said his hospital's major incident plan had "swung into place" but this didn't reduce the 
incredible workload and emotional rollercoaster to come. 
There were also medical challenges ï "a lot of us were seeing things that we'd only ever read about in 
textbooks", he said.  
And they also had to support a lot of devastated and grieving parents, some of whom were facing a long 
and difficult rehabilitation process for their child. 
 

Report: 73% of Perpetrators of Terrorist Operations are from 

Targeted Country 
Source: https://english.aawsat.com/majidalkhateeb/world-news/report-73-perpetrators-terrorist-
operations-targeted-country 
 
July 26 ï In its latest report on terrorism, the International Center for Counter-Terrorism in The Hague 
has found that the structure of terrorism had witnessed a clear process of ñdecentralizationò through the 
phenomenon of ñlone wolfò. 
The report said going deep in the detection of terrorist networks while investigating with one of the 
detainees or when one of them is revealed has become impossible because of this ñdecentralizationò. 
The report entitled: òFear Thy Neighbor: Radicalization and Jihadist Attacks in the Westó has 
studied and analyzed all the terrorist attacks that were carried out in the United States and Europe 
between July 2014 and June 2017. 
The study included 51 terrorist attacks during this period that took place in eight countries. 
The country with the largest number of attacks was France with 17 attacks, followed by the United States 
with 16 attacks, Germany with six attacks, the UK with four attacks, Belgium and Canada with three 
attacks each and then Denmark and Sweden with one attack each. 
Therefore, 32 attacks were carried out in Europe and the remaining 19 in North America. 
The death toll stands at 395 in total with 1,549 injuries, meaning the average fatalities per 
attack is 7.7 and the average age for an attacker is 27.3. 
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France is by far the country with the largest number of victims as 239 died in the attacks there, followed 
by the United States with 76 victims and 12 in Germany. 
The report notes that the results of the analysis of social and demographic realities were the most 
dangerous consequences of these terrorist operations as it turned out that 56 of the perpetrators of these 
operations were citizens of the country in which they committed the attack, which constitutes 73 percent 
of the total perpetrators. 
Another 14 percent were either legal residents or legitimate visitors from neighboring countries. Five 
percent were refugees or asylum seekers at the time of the attack while only six percent were residing in 
the country illegally. 
The report also showed that at least 57 percent of the attackers had a prior criminal background. Only 18 
percent of attackers are known to have previously been foreign fighters; however, these individuals 
tended to be involved in the episodes with the highest lethality. 
It stated that 42 percent of attackers had a clear operational connection to an established terrorist group, 
in most cases ISIS, and 63 percent of attackers pledged allegiance to a terrorist group, almost always 
ISIS, during or before the attack. 
 

One in 10 caught up in terror attacks likely to suffer PTSD a 

decade later  
Source: http://www.telegraph.co.uk/news/2017/07/26/one-10-caught-terror-attacks-likely-suffer-ptsd-
decade-later/ 
 
July 26 ï At least one in ten of those caught up in the recent terror attacks may still be suffering post-
traumatic stress a decade later, a report in the Lancet suggests. 
Emergency medicine doctors warned that substantial impairments in everyday functioning should be 
expected among direct victims, families and paramedics who arrived at such scenes. 

And they called for efforts to protect hospitals from attack, with 
healthcare facilities ñno longer sanctuaries but soft targets for 
terroristsò. 

The review by French experts in emergency medicine 
examined the response of medical authorities to the 

terror attacks in Paris and Nice, and wider research 
into the impact of such incidents. 
Its authors warned that many of those caught 
up in such attacks can expect to suffer long-
term consquences, in some cases for life. 
Mental health services needed to be prepared 
for a ñcontinuous flow of patientsò in the 
months after an attack, medics warned. 
ñOne third of people involved either as direct 

victims, their families, or the first responders are 
likely to develop post-traumatic stress disorder 

(PTSD),ò said study author, Professor Pierre Carli, of 
SAMU de Paris. 

ñAmong those who develop PTSD, one third of them fail to recover after 10 years, 
causing substantial impairments in everyday functioning and quality of life,ò he warned. 
The Paris terror attack in November 2015, and the Nice attack last July between them saw 137 people 
killed and 413 injured. 
Prof Carli said french authorities had improved efforts to accurately identify victims of terrorism. 
But he said global efforts to respond to the terrorist threat would need facing the fact hospitals 
themselves could become places of danger. 
"Protecting hospitals against an attack is also a new challenge for health-care authorities,ò 
he wrote, highlighting attacks in Syria. "Health-care facilities are no longer sanctuaries but 
soft targets for terrorists.ò 

http://www.telegraph.co.uk/nice-terror-attack/page-2/
http://www.telegraph.co.uk/nice-terror-attack/page-2/
http://www.telegraph.co.uk/news/2017/07/23/emergency-service-workers-suffering-post-traumatic-stress-following/
http://www.telegraph.co.uk/news/2017/07/23/emergency-service-workers-suffering-post-traumatic-stress-following/
http://www.telegraph.co.uk/news/2017/07/23/emergency-service-workers-suffering-post-traumatic-stress-following/
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One dead, several injured in knife attack at Hamburg 

supermarket  
Source: http://www.telegraph.co.uk/news/2017/07/28/one-dead-several-injured-knife-attack-hamburg-
supermarket/ 
 
July 28 ï One person was killed and 
several injured in a knife attack in a supermarket 
in the northern German city of Hamburg on 
Friday, the city's police said. 
The man ran into a supermarket in the Barmbek 
neighbourhood and attacked customers with a 
knife at around 3pm local time (2pm). 
"He struck out at customers without warning. 
There are one dead and several injured," Heike 
Uhde, a police spokeswoman said. 
The perpetrator escaped from the scene but 
was found half an hour later by police and 
arrested. he was seen covered in blood being 

driven away in a police car. 
German daily Bild published a picture of the 
attacker in the back of a police car with a white, 
blood-soaked bag over his head, and reported 
that he cried "Allahu Akbar" (God is Greatest) in 
the supermarket. 
The suspect, who has not yet been identified, 
fled the supermarket after the attack but 
witnesses gave chase and alerted the police 
Police said there was only one attacker. They 
added that "initial reports about robbery as a 
possible motive so far have not been 
confirmed."  

"We have no clear information as to the motive 
or the number of wounded," Hamburg police 
said in a tweet. 
 
UPDATE (July 29): The police said the attacker 
was a 26-year-old who was born in the United 
Arab Emirates, but did not release his name. 
Investigators said they were still trying to 
determine his citizenship, but Hamburgôs mayor, 
Olaf Scholz, said it appeared that the attacker 
was someone who should have been forced to 
leave Germany. The young man was not 
deported, Mr. Scholz said, because he did not 

have the necessary identification and travel 
documents. 
ñWhat makes me angry is that it appears the 
attacker is someone who sought protection here 
in Germany and then turned his hate against 
us,ò Mr. Scholz said. 
The police identified the man who died only as a 
50-year-old German, who was stabbed inside 
the supermarket. A 50-year-old woman and four 
men were wounded in the attack. 
The police said another man was 
hurt while helping to overpower the 
assailant. 
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How did Taliban fighters get their hands on US special-

operations gear? 
Source: http://www.businessinsider.com/how-did-taliban-fighters-get-hold-us-special-operations-gear-
2017-7 
 
July 18 ï Taliban fighters are packing new 
American-made heat ð at least, according to 
their propaganda videos.  
A recently released 70-minute video of 
Afghanistan Taliban training exercises 
produced by the insurgent organizationôs media 
arm appears to show militants wielding firearms 
and equipment usually carried by U.S. special 
operations forces, Military Times reports. 
The video appears to show a Taliban fighter with 
a FN SCAR (Special Operations Forces Combat 
Assault Rifle) 7.62mm rifle decked out with a 
AN/PEQ 5 visible laser and an older Surefire 
flashlight model typically found in Special 
Operations Peculiar Modification 
Kits, per Military Times. Other fighters are 
recorded carrying M4 and M16 assault rifles. 
This isnôt the first time the FN SCAR has been 
observed in the hands of Taliban forces. 
Footage released by the Taliban in 

2015 appears to show militants operating a 
captured Humvee and FN SCAR-H heavy rifle 

variants during a May assault on an Afghan 
National Army base in Afghanistanôs Kunduz 
province The group subsequently 
released photos of militants wielding the 
firearms, allegedly captured from ANA 
personnel. 
That Taliban forces are rocking U.S.-made guns 
and equipment should come as no surprise. A 
non-declassified 2016 Department of 
Defense auditrevealed that poor record-keeping 
and regulations had allowed nearly half of the 
1.5 million firearms provided to Iraqi and Afghan 
security forces since 2002 to go missing, 
including nearly 978,000 M4 and M16s. An 
earlier 2014 report from the Special Inspector 
General for Afghanistan Reconstructionfound 
that some 43% of weapons provided to the 
Afghan National Security Forces likely ended up 
in the hands of ISIS or the Taliban. (The FN 
SCAR is not explicitly listed in the report). 
 
An Afghan Taliban fighter holding what 

appears to be an FN SCAR rifle circa August 

2015.  

 
That Taliban forces are rocking U.S.-made guns 
and equipment should come as no surprise. A 
non-declassified 2016 Department of 
Defense audit revealed that poor record-
keeping and regulations had allowed nearly half 
of the 1.5 million firearms provided to Iraqi and 
Afghan security forces since 2002 to go missing, 
including nearly 978,000 M4 and M16s. An 
earlier 2014 report from the Special Inspector 
General for Afghanistan Reconstruction found 
that some 43% of weapons provided to the 
Afghan National Security Forces likely ended up 
in the hands of ISIS or the Taliban. (The FN 
SCAR is not explicitly listed in the report). 
But the presence of the FN SCAR in the Taliban 
training video is something of a mystery, given 
that the only military personnel to utilize the rifle 
are U.S. Special Operations Command. 
SOCOM forces have fielded 
variants of the SCAR since 2009, 
five years after the command 
selected and tested the Belgian-
made weapon for the Special 

http://www.militarytimes.com/articles/scar-taliban-us-weapons-propaganda-video
http://www.militarytimes.com/articles/scar-taliban-us-weapons-propaganda-video
https://www.youtube.com/watch?v=HCEEuT3pjWk
http://www.thefirearmblog.com/blog/2015/06/29/taliban-fighters-in-kunduz-afghanistan-spotted-using-scars-and-hmmwvs/
https://taskandpurpose.com/coalition-sdf-weapons-isis-problem/
http://gawker.com/u-s-successfully-exports-its-second-amendment-values-t-1612079032
http://gawker.com/u-s-successfully-exports-its-second-amendment-values-t-1612079032
https://taskandpurpose.com/coalition-sdf-weapons-isis-problem/
http://gawker.com/u-s-successfully-exports-its-second-amendment-values-t-1612079032
http://gawker.com/u-s-successfully-exports-its-second-amendment-values-t-1612079032
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Operations Forces Combat Assault Rifle 
Program. The 75th Ranger Regiment became 
the first large unit to deploy with the SCAR, 
arriving in Afghanistan with some 600 of the 
high-powered rifles. 
An Afghan Taliban fighter holding what appears 
to be an FN SCAR rifle circa August 2015. So 
how, then, did this SCAR move from the hands 
of highly trained U.S. commandos to jihadi 
militants? ñIt would be more likely that the  
weapons were captured during an assault on a 
checkpoint, rather than raiding an armory or a 
base,ò Operation Resolute Support spokesman 
Capt. William Salvin told Military Times. 
ñHowever, we canôt confirm where the weapons 
came from observed in the video.ò 
That assessment leaves open a few 
possibilities. In August 2016, ISIS militants 
fighting in the Nangarhar province of 
Afghanistan posted video flaunting firearms and 
communications equipment allegedly captured 
from special operations forces while the latter 

traveled to a field treatment site to treat 
wounded commandos the previous month. 
Washington Post reporter and Marine vet 
Thomas Gibbons-Neff identified the firearms 
features in the video as Mk. 48 medium machine 
gun and an FN SCAR. 
Though the relationship between ISIS and the 
Taliban has been fraught in recent years, the 
two groups reportedly in August 2016 forged 
what the Wall Street Journal characterized as 
ñan alliance of convenienceò to wage war 
against U.S. military personnel and Afghan 
security forces amid the jihadi resurgence that 
followed the official end of NATO-led combat 
mission in 2014. That relationship could account 
for the flow of captured SOCOM equipment from 
ISIS forces to Taliban militants over the last 
year. 
U.S. Special Operations Command and 
Operation Resolute Support did not immediately 
return requests for comment from Task & 
Purpose. 

A photo from Honolulu, Hawaii 
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https://www.wsj.com/articles/taliban-islamic-state-forge-informal-alliance-in-eastern-afghanistan-1470611849

